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Partner Agreement 
 

between 

Newgen Software Technologies Limited, New Delhi, India 

and 

DOS Network Consultancy and Services KG LLC, Chui Region, Kyrgyzstan 

This agreement is made and entered into on this 14th day of January 2020. 

BY AND BETWEEN ͞Neǁgen Sofƚǁaƌe TechnologieƐ Lƚd͟ and its affiliates having its principal place of 
business at A-6, Satsang Vihar Marg, Qutab Institutional Area, New Delhi ʹ 110 067, India (hereinafter 
referred to as ͞Newgen͟) and “DOS Network Consultancy and Services KG LLC͟ and its affiliates having its 
principal place of business at Bishkek, Isanova 20/14, Chui Region ʹ 720017, Kyrgyzstan (hereinafter 
referred to as ͞DOS.NCS@KG͟. Each sometimes referred to as ͞party͟ and jointly as ͞parties͟. 

WHEREAS, Newgen and DOS.NCS@KG hereby agree to establish long-term relationship for mutual and 
reciprocal support between the parties in order that each party assists the other one in the development of 
its own activity through exchange of information and connection with relevant institutions concerned. 
 
Entire Agreement: This Agreement shall supersede all prior agreements, arrangements and communications, 
whether oral or written, with respect to the Business Partnership between Newgen and DOS.NCS@KG. ANY 
MODIFICATIONS ADDITIONS, DELETIONS OR OTHER ALTERATIONS TO THE TERMS AND CONDITIONS 
CONTAINED IN THIS AGREEMENT OR A PURCHASE ORDER, WITHOUT THE PRIOR WRITTEN CONSENT OF AN 
AUTHORIZED REPRESENTATIVE OF Newgen OR DOS.NCS@KG SHALL BE NULL AND VOID. Newgen͛s or 
DOS.NCS@KG͛s silence or failure to respond to any such subsequent or different term, condition or 
proposal͕ or signature by any other individual͕ shall not be deemed to be Newgen͛s acceptance or approval 
thereof.  

In consideration of the mutual promises set forth herein the parties agree as follows. 

ARTICLE 1 – Definition 
 Agreement shall mean this Agreement & its Schedules (if any) 

ARTICLE 2 – Scope of the Agreement 

The present Agreement relates to the following activities and more so as mentioned in the Annexure 
attached: 

1. Newgen desires to expand its market share in Kyrgyzstan in the area of Imaging, Document 
Management and Workflow Solutions, IT Services and High-end Industry/Domain Specific IT consulting. 

2. DOS.NCS@KG has over 3 years of experience and business credibility in the Information Technology 
industry in Kyrgyzstan and other geographies. DOS.NCS@KG has the market intelligence and 
competence to develop business. Additionally, DOS.NCS@KG which will be designated as partner 
should ideally  

x Have Locally registered legal entity  

x Dedicate Sales and Technical Sales resource to promote Newgen offerings and dedicated 
development resources for implementation services 
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